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About the SpeakerAbout the Speaker

Michael Robinson
Vice President of Services for Third Sky, Inc.
• Third Sky is an IT Service Management consultancy with• Third Sky is an IT Service Management consultancy with 

client experience spanning most verticals, including health 
care, financial services, education, and high technology 
verticals 

• Michael brings over 14 years of experience in helping clients 
to mature their processes and better leverage technology to 
meet their changing business needs 

• Michael’s Service Management certifications include:
Certified ITIL® v3 Service Management Expert– Certified ITIL® v3 Service Management Expert 

– ITIL® v3 Intermediate: Release, Control, and Validation
– ITIL® v3 Intermediate: Service Offerings and Agreements
– ITIL® v2 Service Manager

ITIL is a Registered Trade Mark, and a registered community Trade Mark of the Office of Government 
Commerce, and is Registered in the US Patent and Trademark Office. The trade mark symbol should be 

inferred wherever the term “ITIL” appears in these materials. 
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AgendaAgenda
• ITIL Version 3

– Overview of the ITIL® Service Lifecycle
– How and why organizations are using the Service LifecycleHow and why organizations are using the Service Lifecycle 
– ITIL & CMMI

• ISO/IEC 20000
– Difference between ITIL certification and ISO/IEC 20000 

certification
– How and why organizations are choosing to pursue the ISO/IEC 

20000 certification

• ITIL and COBIT• ITIL and COBIT
– How and why organizations are leveraging both ITIL and COBIT
– Examples of an integrated approach to IT Service Management 

improvements
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What is ITILWhat is ITIL®®??
• ITIL® = Information Technology Infrastructure Library 

– A set of best practices and guidelines that define an integrated, process-based 
approach for managing information technology services

– Built on good practices that were observed around the world and compiled by the 
British Go ernment’s IT organi ation formerl the Central Comp ter andBritish Government’s IT organization– formerly the Central Computer and 
Telecommunications Agency (CCTA), now the Office of Government Commerce 
(OGC)

• ITIL is a Framework, not a Methodology, that provides:
– Good practice guidelines for a set of Service Management processes, and 
– A focus on the services that are delivered to the Service Provider’s customers

• Service Management is a set of specialized organizational 
capabilities for providing value to customers in the form of services.

• ITIL is about integrating the Service Provider with the needs of its• ITIL is about integrating the Service Provider with the needs of its 
business customers

– Improving service quality
– Decreasing the costs of Service delivery and support 
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The ITIL Core: A Service LifecycleThe ITIL Core: A Service Lifecycle

Service

Continual 
Service 

Improvement SERVICE TRANSITION
• Change Management
• Service Asset and 

Configuration 

SERVICE DESIGN
• Service Catalog Management
• Service Level Management
• Capacity Management

Service 
Operation

Service 
Transition

Service 
Design

Service
Strategy

SERVICE STRATEGY
• Service Portfolio

SERVICE OPERATION
• Event Management
• Incident Management
• Request Fulfillment
• Problem Management

A M t

Management
• Release and Deployment
• Validation and Testing
• Evaluation
• Knowledge Management

• Capacity Management
• Availability Management
• Continuity Management
• Information Security 

Management
• Supplier Management
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OperationDesignService Portfolio 
Management

• Financial Management
• Demand Management

• Access Management
• Common Service 

Operations
• Operational Activities of 

other lifecycle phase 
processes

CONTINUAL SERVICE IMPROVEMENT
• Service Level Management
• 7-Step Improvement Process
• Service Measurement
• Service Reporting
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How and Why Organizations are How and Why Organizations are 
using ITIL v3using ITIL v3

• The “How”
– “Adopt & Adapt”, rather than “Implement”
– Align to the framework and use it as the basis for ongoing 

measurement of Key Performance Indicators (KPI)
– Establish a roadmap of improvements in the context of the 

framework
• The “Why”

– Speak a common language, internally and with partners and 
peers

– Leverage guidance and standardized approaches drawn from 
d ti ( i id i d t )good practices (seen in wide industry use)

– Avoid “reinventing the wheel” – accelerate the improvement plan 
to discuss the core, not the context, of improvements

– Holistic  perspective – view service management through the 
entire lifecycle of services
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Improvement Roadmaps: Improvement Roadmaps: 
Examples of highExamples of high--level visualizationlevel visualization
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Improvement Roadmaps: Improvement Roadmaps: 
Examples of highExamples of high--level visualizationlevel visualization
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Improvement Roadmaps: Improvement Roadmaps: 
Examples of highExamples of high--level visualizationlevel visualization
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Improvement Roadmaps: Improvement Roadmaps: 
Examples of highExamples of high--level visualizationlevel visualization
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IT Service Capability Maturity ModelIT Service Capability Maturity Model

3 = Defined

4 = Managed

 Detailed measurements 
of the IT service delivery

Continuous process 
improvement is enabled 
by quantitative feedback

5 = OptimizingWhere are you?

1 = Initial

 IT Service delivery is ad 
hoc, even chaotic

Few processes defined

Service delivery success 
based on heroism, and 
individual effort

2 = Repeatable
Basic service 

management processes 
are established. 

Discipline in place to 
repeat earlier successes 
on similar services with 
similar service levels.

 IT service processes are 
documented, 
standardized, and 
integrated into standard 
service processes. 

All services are delivered 
using approved, tailored 
versions of the 
organization’s standard 
service processes.

of the IT service delivery 
process and service 
quality are collected. 

Both the service 
processes and the 
delivered services are 
quantitatively understood 
and controlled.

by quantitative feedback 
from the processes and 
from piloting innovative 
ideas and technologies.

High Risks, 

Low Benefit

Reduced Risks, 

Greater Benefits
Increasing IT Capability

individual effort

Service reporting is 
inconsistent

Source: Third Sky experience and “The IT Service Capability Maturity Model” by Frank Niessinka, 
Viktor Clerca, Ton Tijdinka, and Hans van Vlietb
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Improvement Roadmaps: Examples of Improvement Roadmaps: Examples of 
highhigh--level visualizationlevel visualization
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Continual 
Service 

Improvement

Convergence: ITIL integration with Convergence: ITIL integration with 
other frameworksother frameworks

CMMI®
ISO/IEC 

ITIL can be used in concert with other sources of good practice, including other 
frameworks and/or standards, to help organizations achieve their goals.

S i

Service 
Transition

Service
Strategy

eTOM®

Six Sigma®

PMBOK®

PRINCE2™

20000

ISO/IEC 
27000

SOX

Certified
Training

13

Service 
Operation

Service 
Design

eSCM-SP™

CobiT®

M_o_R®

SOA

ISO/IEC
19770

AgendaAgenda
• ITIL Version 3

– Overview of the ITIL® Service Lifecycle
– How and why organizations are using the Service LifecycleHow and why organizations are using the Service Lifecycle
– ITIL & CMMI 

• ISO/IEC 20000
– Difference between ITIL certification and ISO/IEC 20000 

certification
– How and why organizations are choosing to pursue the ISO/IEC 

20000 certification

• ITIL and COBIT• ITIL and COBIT
– How and why organizations are leveraging both ITIL and COBIT
– Examples of an integrated approach to IT Service Management 

improvements
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Contrasting ITIL and ISO/IEC 20000Contrasting ITIL and ISO/IEC 20000

ITIL

• Used by organizations worldwide to 
establish and improve capabilities in

ISO/IEC 20000

• Provides a formal and universal 
standard for organizations seeking toestablish and improve capabilities in 

Service Management. 

• Can be adopted in whole or in part, 
per the needs of the organization.

• Offers a body of knowledge useful for 
achieving the ISO/IEC 20000 
standard. 

• Certification is for the individuals

standard for organizations seeking to 
have their Service Management 
capabilities audited and certified.

• A standard to be achieved and 
maintained

• Certification is for an entire company

• Emphasizes a formal and structured IT 
governance model (echoing COBIT)

• References ISO/IEC 17799 
(Information Security Management) as 
a compliance requirement.

• Underpins ISO 9000 for IT

15

What is ISO/IEC 20000

Management Systems

Planning & Implementing 
Service ManagementService Management

Planning & Implementing 
New/Changed Services

Service 
li

Capacity 
Management

Service Level 
Management

Service Continuity & 

Management

Service Continuity & 
Availability 
Management

Relationship 
Processes

Resolution Processes

Incident 
Management

Problem 
Management

Business 
Relationship

Supplier 
Relationship

Delivery 
ProcessesInformation Security 

Management

Budgeting & 

Services

Budgeting & 
Accounting for IT 

Services

Service Reporting

Control Processes

Release Processes
Release 

Management

Configuration 
Management

Change 
Management
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Service
Design

Mapping ISO/IEC 20000 to ITIL v3

Management Systems

 Planning & Implementing 
Service Management

Service
Transition

Service
Operations

Service
Transition

ig
n

Service Management

 Planning & Implementing 
New/Changed Services

 Capacity 
Management

 Service Level 
Management

 Service Continuity Service Continuity
& Availability

Relationship Processes

Resolution Processes

 Incident 
Management

 Problem

Business 
Relationship

 Supplier 
Relationship

Service
Transition

Operations

Se
rv
ic
e 
D
es
i

Service Delivery 
Processes Information Security 

Management

 Budgeting & 

Services

 Budgeting & 
Accounting for IT 

Services

 (SLM) Service 
Reporting

Management
& Availability 
Management

Control Processes

Release Processes
 Release 

Management

 Configuration 
Management

 Change 
Management

 Problem 
Management
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Certification Process

Month 1 2 3 4 5 6 7 8 Assessments every 6 to 12 months
Renew certificate every 3 years

Your
Involvement

Certification
Body

Auditing organization may need to be 
different to the Assessment organization

Third Sky
Mentorship
Services

y

• Justify
• Certification process education
• Define Scope
• Prepare for Assessment

• Provide Guidance on Remedial Action
• Prepare for Audit

g
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Why pursue ISO/IEC 20000 Certification?Why pursue ISO/IEC 20000 Certification?

When there is a need to….

• Provide assurance to internal customers• Provide assurance to internal customers

• Provide competitive differentiation to external 
customers

• Provide assurance within your own organization 
(IT) that you have met a global standard, not just 
leveraged guidanceleveraged guidance

• Enable “apples to apples” comparison with 
peers

19

Why not pursue ISO/IEC Why not pursue ISO/IEC 20000 20000 
Certification?Certification?

When you have…

• No need for external differentiation or internal• No need for external differentiation or internal 
confidence building via a “standard”

• An approach to adopt and adapt ITIL guidance 
over time (i.e. a roadmap of continual 
improvement), rather than pursuing an all-or-
nothing achievement of a standardnothing achievement of a standard

• Budget / resource limitations

20
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AgendaAgenda
• ITIL Version 3

– Overview of the ITIL® Service Lifecycle
– How and why organizations are using the Service LifecycleHow and why organizations are using the Service Lifecycle
– ITIL & CMMI 

• ISO/IEC 20000
– Difference between ITIL certification and ISO/IEC 20000 

certification
– How and why organizations are choosing to pursue the ISO/IEC 

20000 certification

• ITIL and COBIT• ITIL and COBIT
– How and why organizations are leveraging both ITIL and COBIT
– Examples of an integrated approach to IT Service Management 

improvements
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Auditors

IT Internal Compliance

IT Management & Staff

COBIT Process

Leveraging ITIL & COBITLeveraging ITIL & COBIT

ITIL Process(es)

Control Objectives

Goals (IT, Process & 
Activity)

Metrics

Activities

Metrics & 

Roles

Apply 
Focus Align

Align

Measurement

Evidence Demonstrate

Satisfy
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Mapping COBIT to ITILMapping COBIT to ITIL

Plan & Organize

PO1 PO2 PO3 PO4 PO5

Acquire & Implement Deliver & Support

PO6 PO7 PO8 PO9 PO10

AI1 AI2 AI3

AI4 AI5 AI6

AI7

DS1 DS2 DS3 DS4

DS5 DS6 DS7 DS8

DS9 DS10 DS11

DS12 DS13

Monitor & Evaluate

ME1 ME2 ME3 ME4

DS12 DS13
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Key Mappings between ITIL & COBIT Key Mappings between ITIL & COBIT ––
Service StrategyService Strategy

Plan & Organize

PO1 PO2 PO3 PO4 PO5

PO1 Define a strategic IT plan.
PO4 Define the IT processes, organization and 

relationships.
PO5 Manage the IT investment.
PO6 Communicate management aims and 

direction.
PO7 M IT h

Acquire & Implement Deliver & Support

PO6 PO7 PO8 PO9 PO10

AI1 AI2 AI3

AI4 AI5 AI6

AI7

DS1 DS2 DS3 DS4

DS5 DS6 DS7 DS8

DS9 DS10 DS11

DS12 DS13

PO7 Manage IT human resources.
PO8 Manage quality.
PO9 Assess and manage IT risks.

DS1 Define and manage service levels.
DS2 Manage third-party services.
DS6 Identify and allocate costs.

ME4 Provide IT governance.

Monitor & Evaluate

ME1 ME2 ME3 ME4

DS12 DS13
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Key Mappings between ITIL & COBIT Key Mappings between ITIL & COBIT ––
Service DesignService Design

Plan & Organize

PO1 PO2 PO3 PO4 PO5

PO2 Define the information architecture.
PO3 Determine technological direction.
PO4 Define the IT processes, organization and 

relationships.
PO7 Manage IT human resources.
PO8 Manage quality.
PO9 Assess and manage IT risks

Acquire & Implement Deliver & Support

PO6 PO7 PO8 PO9 PO10

AI1 AI2 AI3

AI4 AI5 AI6

AI7

DS1 DS2 DS3 DS4

DS5 DS6 DS7 DS8

DS9 DS10 DS11

DS12 DS13

PO9 Assess and manage IT risks.

AI1 Identify automated solutions.
AI2 Acquire and maintain application software.
AI3 Acquire and maintain technology 

infrastructure.
AI4 Enable operation and use.
AI5 Procure IT resources.

DS1 Define and manage service levels.
DS2 Manage third-party services.
DS3 Manage performance and capacity.
DS4 Ensure continuous service.
DS5 Ensure systems security.

Monitor & Evaluate

ME1 ME2 ME3 ME4

DS12 DS13
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Key Mappings between ITIL & COBIT Key Mappings between ITIL & COBIT ––
Service TransitionService Transition

Plan & Organize

PO1 PO2 PO3 PO4 PO5

PO4 Define the IT processes, organization and 
relationships.

PO6 Communicate management aims and 
direction.

PO10 Manage projects.

AI1 Id tif t t d l ti

Acquire & Implement Deliver & Support

PO6 PO7 PO8 PO9 PO10

AI1 AI2 AI3

AI4 AI5 AI6

AI7

DS1 DS2 DS3 DS4

DS5 DS6 DS7 DS8

DS9 DS10 DS11

DS12 DS13

AI1 Identify automated solutions.
AI2 Acquire and maintain application software.
AI3 Acquire and maintain technology 

infrastructure.
AI4 Enable operation and use.
AI6 Manage changes.
AI7 Install and accredit solutions and changes.

DS7 Educate and train users.
DS9 Manage the configuration.

Monitor & Evaluate

ME1 ME2 ME3 ME4

DS12 DS13
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Key Mappings between ITIL & COBIT Key Mappings between ITIL & COBIT ––
Service OperationService Operation

Plan & Organize

PO1 PO2 PO3 PO4 PO5

PO4 Define the IT processes, organization and 
relationships.

PO6 Communicate management aims and 
direction.

AI3 Acquire and maintain technology infrastructure.

Acquire & Implement Deliver & Support

PO6 PO7 PO8 PO9 PO10

AI1 AI2 AI3

AI4 AI5 AI6

AI7

DS1 DS2 DS3 DS4

DS5 DS6 DS7 DS8

DS9 DS10 DS11

DS12 DS13

AI6 Manage changes.

DS3 Manage performance and capacity.
DS5 Ensure systems security.
DS8 Manage service desk and incidents.
DS10 Manage problems.
DS11 Manage data.
DS12 Manage the physical environment.
DS13 Manage operations.

Monitor & Evaluate

ME1 ME2 ME3 ME4

DS12 DS13
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Key Mappings between ITIL & COBIT Key Mappings between ITIL & COBIT ––
Continual Service ImprovementContinual Service Improvement

Plan & Organize

PO1 PO2 PO3 PO4 PO5

PO4 Define the IT processes, organization and 
relationships.

PO8 Manage quality.

DS1 Define and manage service levels.
DS8 Manage service desk and incidents.

Acquire & Implement Deliver & Support

PO6 PO7 PO8 PO9 PO10

AI1 AI2 AI3

AI4 AI5 AI6

AI7

DS1 DS2 DS3 DS4

DS5 DS6 DS7 DS8

DS9 DS10 DS11

DS12 DS13

ME1 Monitor and evaluate IT performance.
ME2 Monitor and evaluate internal control.
ME3 Ensure compliance with external 

requirements.
ME4 Provide IT governance.

Monitor & Evaluate

ME1 ME2 ME3 ME4

DS12 DS13
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Embedding Control Objectives in IT Embedding Control Objectives in IT 
Service Management Improvement PlansService Management Improvement Plans

Example
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Embedding Control Objectives in IT Embedding Control Objectives in IT 
Service Management Improvement PlansService Management Improvement Plans

30

Example
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Embedding Control Objectives in IT Embedding Control Objectives in IT 
Service Management Improvement PlansService Management Improvement Plans

31

Example

Q&AQ&A

• Discussion

Q ti ?• Questions?

32



Worksheet: Embedding Control Objectives in IT Worksheet: Embedding Control Objectives in IT 
Service Management Improvement PlansService Management Improvement Plans

2



Tips for completing the WorksheetTips for completing the Worksheet

• Identify the COBIT process you are examining.
• Select the relevant Control Objective(s) you will examine.
• Apply Focus there are many areas that could focused on to• Apply Focus – there are many areas that could focused on to 

meet your goals… on what Activities should you be focusing?
• Identify the Related ITIL Process / Activities - Leverage the 

COBIT-ITIL ® mapping to identify the process(es) / activitiesCOBIT ITIL mapping to identify the process(es) / activities 
that can provide evidence re: your area(s) of focus.

• Focus Activities for Improvement - there are lots of areas 
that could be improved within those process(es)… in your 

i t h t A ti iti h ld b f ienvironment, on what Activities should you be focusing your 
improvement efforts? 

• What Evidence will show that you are succeeding?  Be 
specific and ideally use metricsspecific, and ideally use metrics.

For more information, contact:
Michael Robinson mrobinson@thirdsky com 415 307 0378

ITIL is a Registered Trade Mark, and a registered community Trade Mark of the Office of Government 
Commerce, and is Registered in the US Patent and Trademark Office. The trade mark symbol should be 

inferred wherever the term “ITIL” appears in these materials. 

Michael Robinson mrobinson@thirdsky.com 415.307.0378


